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1
NETWORK BOOTSTRAPPING FOR A
DISTRIBUTED STORAGE SYSTEM

TECHNICAL FIELD

The present invention relates generally to data storage, and
more particular, but not exclusive, to configuring a distributed
storage system within a customer network.

BACKGROUND

The use of distributed storage systems has grown in abun-
dance over the past few years. Modern enterprises continue to
increase the amount of data generated and retained for long
periods of time. This explosion in data has led to larger and
larger data storage systems. In some cases, these data storage
systems may include thousands of storage devices. These
storage devices may be distributed throughout an enterprise’s
network. Unfortunately, as the number of storage devices in a
distributed storage system increases so does the time and
resources used to configure and reconfigure the system as
storage devices are added and/or removed from the system.
Similarly, some networks may not support a fully automated
configuration process, which can further increase the com-
plexity and time consuming task of manually configuring a
distributed storage system. Thus, it is with respect to these
considerations and others that the invention has been made.

BRIEF DESCRIPTION OF THE DRAWINGS

Non-limiting and non-exhaustive embodiments of the
present invention are described with reference to the follow-
ing drawings. In the drawings, like reference numerals refer
to like components throughout the various figures unless oth-
erwise specified.

For a better understanding of the present invention, refer-
ence will be made to the following Detailed Description,
which is to be read in association with the accompanying
drawings, wherein:

FIG. 1 is a system diagram of an environment in which
embodiments of the invention may be implemented;

FIG. 2 shows an embodiment of a network computer that
may be included in a system such as that shown in FIG. 1;

FIG. 3 shows one embodiment of a client computer that
may be included in a system such as that shown in FIG. 1;

FIG. 4 shows an embodiment of an exploded perspective
view of a multi-storage-device chassis that may be included
in a system such as that shown in FIG. 1;

FIG. 5 shows an illustrative embodiment of a system for
configuring a distributed storage system over a customer net-
work when the customer network supports site-level multi-
cast;

FIG. 6 shows an illustrative embodiment of a system for
configuring a distributed storage system over a customer net-
work when the customer network supports a local customer
DNS server;

FIG. 7 shows an illustrative embodiment of a system for
configuring a distributed storage system over a customer net-
work when the customer network supports a master computer
in the distributed storage system as a DNS server;

FIG. 8 illustrates a logical flow diagram generally showing
one embodiment of an overview process for configuring a
distributed storage system over a customer network;

FIG. 9 illustrates a logical flow diagram generally showing
one embodiment of a process for configuring a distributed
storage system when the customer network supports site-
level multicast;
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2

FIG. 10 illustrates a logical flow diagram generally show-
ing one embodiment of'a process for configuring a distributed
storage system when the customer network supports a local
customer DNS server; and

FIG. 11 illustrates a logical flow diagram generally show-
ing one embodiment of'a process for configuring a distributed
storage system when the customer network supports a master
computer in the distributed storage system as a DNS server.

DETAILED DESCRIPTION

Various embodiments are described more fully hereinafter
with reference to the accompanying drawings, which form a
part hereot, and which show, by way of illustration, specific
embodiments by which the invention may be practiced. The
embodiments may, however, be embodied in many different
forms and should not be construed as limited to the embodi-
ments set forth herein; rather, these embodiments are pro-
vided so that this disclosure will be thorough and complete,
and will fully convey the scope of the embodiments to those
skilled in the art. Among other things, the various embodi-
ments may be methods, systems, media, or devices. Accord-
ingly, the various embodiments may be entirely hardware
embodiments, entirely software embodiments, or embodi-
ments combining software and hardware aspects. The follow-
ing detailed description should, therefore, not be limiting.

Throughout the specification and claims, the following
terms take the meanings explicitly associated herein, unless
the context clearly dictates otherwise. The term “herein”
refers to the specification, claims, and drawings associated
with the current application. The phrase “in one embodiment™
as used herein does not necessarily refer to the same embodi-
ment, though it may. Furthermore, the phrase “in another
embodiment” as used herein does not necessarily refer to a
different embodiment, although it may. Thus, as described
below, various embodiments of the invention may be readily
combined, without departing from the scope or spirit of the
invention.

In addition, as used herein, the term “or” is an inclusive
“or” operator, and is equivalent to the term “and/or,” unless
the context clearly dictates otherwise. The term “based on” is
not exclusive and allows for being based on additional factors
not described, unless the context clearly dictates otherwise. In
addition, throughout the specification, the meaning of “a,”
“an,” and “the” include plural references. The meaning of
“in” includes “in” and “on.”

As used herein, the tem “storage device” refers to various
apparatus for digitally storing information, generally for use
by computers. Storage devices may be fixed or removable
non-volatile memory systems, such as, for example, hard disk
drives (e.g., magnetic hard drives), magnetic tape, optical
drives, solid state drives (SSD), flash memory storage, or the
like. Typically, one or more storage devices may be arranged
to store information for use in a computer system. In some
embodiments, a storage device may also be referred to as a
storage drive.

As used herein, the term “distributed storage system”
refers to a plurality of storage devices. The plurality of storage
devices in a distributed storage system may be configured and
arranged such that together they operate as a single storage
system or as a single storage device. In various embodiments,
the plurality of storage devices in a distributed storage system
may be individually accessible (i.e., individually network
addressable), such as through a controller connected to each
separate storage drive. Storage devices in a distributed stor-
age system may be in a same location (e.g., in a same chassis)
or may be in different locations (e.g., in different chassis, in
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different geographical locations around the world, or the
like). Similarly, storage devices in a distributed storage sys-
tem may be connected to a customer network, but may be in
one or more subnets or groups. In various embodiments, the
storage devices in a distributed storage system may be con-
figured to operate in one or more clusters of storage devices.

As used herein, the term “controller” or “controller com-
puter” may refer to a computer or physical device that is
separate from a typical/non-specific/general storage device
(or storage drive) and separate from a multi-storage-device
chassis, but can be electrically coupled between an individual
storage device and the chassis backplane. In various embodi-
ments, the controller may have dimensions that fit into the
form factor shadow of the storage device so that it can fit into
a typical multi-storage-device chassis.

In some embodiments, the controller may be configured to
individually control and/or manage the storage device that it
is connected to, such as controlling power supplied to the
storage device. So, unlike a master computer that would con-
trol/manage a plurality of storage devices, each controller
individually controls/manages its own corresponding indi-
vidual storage device. Although, in various embodiments
controllers may communicate with each other to coordinate
and perform tasks between a plurality of storage devices, such
as, but not limited to reads and/or writes. In some embodi-
ments, controllers can communicate locally (without access-
ing the chassis interface for communication with external/
remote devices) with other controllers through the Ethernet
switch fabric interface of the chassis via Ethernet protocols.

It should be noted that these examples of controller func-
tionality are for illustration purposes and should not be con-
strued as limiting, and that each controller may perform addi-
tional tasks and/or actions at the individual storage device
level and/or coordinate with each other to perform tasks and/
or actions across a plurality of storage devices. For example,
controllers may also determine power-up sequences for the
storage devices and/or monitoring various performance char-
acteristics of its corresponding storage device (e.g., power
consumption, temperature, response time/latency, or the like)
to provide comprehensive storage device analytics and diag-
nostics at the individual storage device level. This type of
monitoring can allow a controller to identify that its corre-
sponding storage device may be about to fail (e.g., changes in
power consumption, temperatures above a threshold,
increased latency, or the like), and coordinate with other
controllers (or an administrator) to backup the potentially
failing storage device’s data, halt future write operations to
potentially failing storage device, or the like—all while being
able to control which storage devices are part of a group of
storage devices, which storage devices are included in
shingle, and which storage devices can be powered down.

In various embodiments, each controller may make each
separate storage device individually network accessible by
other controllers and/or network computers. For example, in
various embodiments, the controller can accept data in a
storage device supported protocol through a storage-device
connector and convert it into an Ethernet supported protocol
for output through the backplane connector and over the
Ethernet switch fabric interface to other network computers
(or controllers). Similarly, the controller can accept datain an
Ethernet supported protocol through the backplane connector
and convert it to a storage device supported protocol for
output through the storage-device connector to the storage
device.

Asused herein, “master computer” and “subordinate com-
puter” refer computing devices that operate together to per-
form various tasks associated with a distributed storage sys-
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tem. In various embodiments, master computers and
subordinate computers may differ in their processing
resources/capacity and/or functionality. For example, a mas-
ter computer may coordinate a storage system task among a
plurality of subordinate computers, while the subordinate
computers perform the task. In some embodiments, a subor-
dinate computer may be the combination of a storage device
and a controller, such that each storage device is individually
network addressable. In at least one of various embodiments,
a master computer may be a controller or other computing
device associated with one or more storage devices and/or
chassis to manage the storage devices.

The following briefly describes embodiments of the inven-
tion in order to provide a basic understanding of some aspects
of the invention. This brief description is not intended as an
extensive overview. [tis not intended to identify key or critical
elements, or to delineate or otherwise narrow the scope. Its
purpose is merely to present some concepts in a simplified
form as a prelude to the more detail description this is pre-
sented later.

Briefly stated, embodiments are directed towards config-
uring a distributed storage system over a network. A plurality
of' master computers and a plurality of subordinate computers
may be connected to the network. Each master computer
subordinate computer is a separate component of the distrib-
uted storage system. Each subordinate computer may per-
form the following actions when connected to the network to
determine one or more master computers assigned to that
particular subordinate computer. When the network provides
for site-level multicasting, the subordinate computer broad-
casts site-level multicast request(s) for a network address of
one or more master computers assigned to that subordinate
computer. When the network supports a local domain name
system (DNS) server, the subordinate computer provides a
DNS query to the local DNS server to obtain from an external
server the network address for the one or more master com-
puters assigned to that subordinate computer. In various
embodiments, the DNS query requests a list of network
addresses for the one or more master computers of the sub-
ordinate computer without providing an identity of the one or
more master computers. In various embodiments, each of'the
master computers may provide its network address to the
external server to enable the external server to provide master
computer network addresses to the subordinate computer
based on the query.

And when then network supports a master computer as a
DNS server, the subordinate computer provides the DNS
query to the master computer DNS server to obtain from the
external server the network address of the one or more master
computers assigned to that subordinate computer. In various
embodiments, a master computer may be configured as a
DNS server to communicate DNS requests to the external
server.

In some embodiments, the subordinate computer may pro-
vide a request to at least one of the one or more master
computers to determine other subordinate computers associ-
ated with the subordinate computer. In other embodiments, a
subordinate computer may provide a request to at least one of
the one or more master computers to register with the one or
more master computers.

Similar to subordinate computers, master computers may
employ embodiments described herein to determine other
master computers in a same cluster as that particular master
computer. In various embodiments, each master computer
may perform the following actions when connected to the
network to determine one or more other master computers
assigned to a same cluster as that particular master computer.
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When the network provides for site-level multicasting, the
master computer broadcasts site-level multicast request(s) for
a network address of one or more other master computers
assigned to the same cluster as that that master computer.
When the network supports a local domain name system
(DNYS) server, the master computer provides a DNS query to
the local DNS server to obtain from an external server the
network address for the one or more other master computers
assigned to the same cluster as that master computer. And
when then network supports a master computer as a DNS
server, a newly connected master computer provides the DNS
query to the master computer DNS server to obtain from the
external server the network address of the one or more other
master computers assigned to the same cluster as that newly
connected master computer.

Iustrative Operating Environment

FIG. 1 shows components of one embodiment of an envi-
ronment in which various embodiments of the invention may
be practiced. Not all of the components may be required to
practice the various embodiments, and variations in the
arrangement and type of the components may be made with-
out departing from the spirit or scope of the invention. As
shown, system 100 of FIG. 1 may include multi-storage-
device chassis 110, client computers 102-106, and network
108.

Client computers 102-106 may communicate with one or
more multi-storage-device chassis 110 via network 108. Net-
work 108 may be configured to couple network computers
with other computing devices, including Client computers
102-106, multi-storage-device chassis 110, other networks,
or the like. In various embodiments, information communi-
cated between devices may include various kinds of informa-
tion, including, but not limited to, processor-readable instruc-
tions, client requests, server responses, program modules,
applications, raw data, control data, video data, voice data,
image data, text data, or the like. In some embodiments, this
information may be communicated between devices using
one or more technologies and/or network protocols.

In some embodiments, network 108 may include various
wired networks, wireless networks, or any combination
thereof. In various embodiments, network 108 may be
enabled to employ various forms of communication technol-
ogy, topology, computer-readable media, or the like, for com-
municating information from one electronic device to
another. For example, network 108 can include—in addition
to the Internet—LANs, WANSs, Personal Area Networks
(PANs), Campus Area Networks (CANs), Metropolitan Area
Networks (MANSs), direct communication connections (such
as through a USB port), or the like, or any combination
thereof.

In various embodiments, communication links within and/
or between networks may include, but are not limited to,
twisted wire pair, optical fibers, open air lasers, coaxial cable,
plain old telephone service (POTS), wave guides, acoustics,
full or fractional dedicated digital lines (such as T1, T2, T3, or
T4), E-carriers, Integrated Services Digital Networks (IS-
DNs), Digital Subscriber Lines (DSLs), wireless links (in-
cluding satellite links), or other links and/or carrier mecha-
nisms known to those skilled in the art. Moreover,
communication links may further employ any of a variety of
digital signaling technologies, including without limit, for
example, DS-0, DS-1, DS-2, DS-3, DS-4, OC-3, OC-12,
OC-48, or the like. In some embodiments, a router (or other
intermediate network device) may act as a link between vari-
ous networks—including those based on different architec-
tures and/or protocols—to enable information to be trans-
ferred from one network to another. In other embodiments,
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network computers and/or other related electronic devices
could be connected to a network via a modem and temporary
telephone link. In essence, the network may include any
communication technology by which information may travel
between computing devices.

Network 108 may, in some embodiments, include various
wireless networks, which may be configured to couple vari-
ous portable network devices, remote computers, wired net-
works, other wireless networks, or the like. Wireless networks
may include any of a variety of sub-networks that may further
overlay stand-alone ad-hoc networks, or the like, to provide
an infrastructure-oriented connection for at least client com-
puters 103-105. Such sub-networks may include mesh net-
works, Wireless LAN (WLAN) networks, cellular networks,
or the like. In at least one of the various embodiments, the
system may include more than one wireless network.

Network 108 may employ a plurality of wired and/or wire-
less communication protocols and/or technologies. Examples
of various generations (e.g., third (3G), fourth (4G), or fifth
(5G)) of communication protocols and/or technologies that
may be employed by the network may include, but are not
limited to, Global System for Mobile communication (GSM),
General Packet Radio Services (GPRS), Enhanced Data
GSM Environment (EDGE), Code Division Multiple Access
(CDMA), Wideband Code Division Multiple Access
(W-CDMA), Code Division Multiple Access 2000
(CDMA2000), High Speed Downlink Packet Access (HS-
DPA), Long Term Evolution (LTE), Universal Mobile Tele-
communications System (UMTS), Evolution-Data Opti-
mized (Ev-DO), Worldwide Interoperability for Microwave
Access (WiMax), time division multiple access (TDMA),
Orthogonal frequency-division multiplexing (OFDM), ultra
wide band (UWB), Wireless Application Protocol (WAP),
user datagram protocol (UDP), transmission control proto-
col/Internet protocol (TCP/IP), any portion of the Open Sys-
tems Interconnection (OSI) model protocols, session initiated
protocol/real-time transport protocol (SIP/RTP), short mes-
sage service (SMS), multimedia messaging service (MMS),
or any of a variety of other communication protocols and/or
technologies. In essence, the network may include commu-
nication technologies by which information may travel
between client computers 102-106, multi-storage-device
110, other computing devices not illustrated, other networks,
or the like.

In various embodiments, at least a portion of the network
may be arranged as an autonomous system of nodes, links,
paths, terminals, gateways, routers, switches, firewalls, load
balancers, forwarders, repeaters, optical-electrical convert-
ers, or the like, which may be connected by various commu-
nication links. These autonomous systems may be configured
to self-organize based on current operating conditions and/or
rule-based policies, such that the network topology of the
network may be modified.

At least one embodiment of client computers 102-106 is
described in more detail below in conjunction with client
computer 300 of FIG. 3. Briefly, in some embodiments, client
computers 102-106 may be configured to communicate with
multi-storage-device chassis 110 to enable distributed stor-
age. Generally, client computers 102-106 may include vari-
ous types of client and/or server computers. In some embodi-
ments, client computers 102-106 may communicate with
individual controllers (e.g., controllers 114) for each storage
device associated with multi-storage-device chassis 110 (e.g.,
storage devices 116) to perform reads and writes of data,
access information and/or analytics, or the like. In various
embodiments, client computers 102-106 may be remote and/
or separate from chassis 110 and controllers 114. In other
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embodiments, client computers 102-106 may communicate
directly with storage devices 116 or with a master computer
that can coordinate data reads and writes among storage
devices 116.

In some embodiments, at least some of client computers
102-106 may operate over a wired and/or wireless network
(e.g., network 108) to communicate with other computing
devices and/or multi-storage-device chassis 110. Generally,
client computers 102-106 may include computing devices
capable of communicating over a network to send and/or
receive information, perform various online and/or offline
activities, or the like. It should be recognized that embodi-
ments described herein are not constrained by the number or
type of network computers employed, and more or fewer
network computers—and/or types of network computers—
than what is illustrated in FIG. 1 may be employed.

Devices that may operate as client computers 102-106 may
include various computing devices that typically connectto a
network or other computing device using a wired and/or
wireless communications medium. Client computers may
include portable and/or non-portable computers. Examples of
client computers 102-106 may include, but are not limited to,
desktop computers (e.g., client computer 102), server com-
puters (e.g., client computer 106), personal computers, mul-
tiprocessor systems, microprocessor-based or programmable
electronic devices, network PCs, laptop computers (e.g., cli-
ent computer 103), smart phones (e.g., client computer 104),
tablet computers (e.g., client computer 105), cellular tele-
phones, display pagers, radio frequency (RF) devices, infra-
red (IR) devices, Personal Digital Assistants (PDAs), hand-
held computers, wearable computing devices, entertainment/
home media systems (e.g., televisions, gaming consoles,
audio equipment, or the like), household devices (e.g., ther-
mostats, refrigerators, home security systems, or the like),
multimedia navigation systems, automotive communications
and entertainment systems, integrated devices combining
functionality of one or more of the preceding devices, or the
like. As such, client computers 102-106 may include comput-
ers with a wide range of capabilities and features. In some
embodiments, client computers 102-106 may be referred to as
remote computers, because they access and/or store data on a
different computer/device, such as multi-storage-device
chassis 110.

In some embodiments, multi-storage-device chassis 110
may be maintained at a location that is separate from client
devices 102-106 (e.g., cloud computing/storage that utilize
distributed storage systems). But in other embodiments,
multi-storage-device chassis 110 may be incorporated in one
or more of client computers 102-106.

Client computers 102-106 may access and/or employ vari-
ous computing applications to enable users of network com-
puters to perform various online and/or offline activities.
Such activities may include, but are not limited to, generating
documents, gathering/monitoring data, capturing/manipulat-
ing images, managing media, managing financial informa-
tion, playing games, managing personal information, brows-
ing the Internet, or the like. In some embodiments, client
computers 102-106 may be enabled to connect to a network
through a browser, or other web-based application.

Client computers 102-106 may further be configured to
provide information that identifies the network computer.
Such identifying information may include, but is not limited
to, a type, capability, configuration, name, or the like, of the
network computer. In at least one embodiment, a network
computer may uniquely identify itself through any of a vari-
ety of mechanisms, such as an Internet Protocol (IP) address,
phone number, Mobile Identification Number (MIN), media
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8

access control (MAC) address, electronic serial number
(ESN), or other device identifier.

In various embodiments, a distributed storage system may
include a plurality of storage devices. For example, as illus-
trated in FIG. 1, the distributed storage system may include a
plurality of storage devices in one or more multi-storage-
device chassis (e.g., multi-storage-device chassis 110), a plu-
rality of standalone storage devices, or the like, or any com-
bination thereof. As described herein, one or more master
computers and one or more subordinate computers may oper-
ate together to perform the operations of the distributed stor-
age system.

Multi-storage-device chassis 110 may include backplane
112 and may be configured to house a plurality of separate
storage devices, such as storage devices 116, which may
include more or less devices than what is illustrated in the
figure. In some embodiments, each storage device may utilize
(e.g., be fastened to) a storage carrier or tray (not shown) for
insertion into the chassis. However, in some embodiments,
the storage devices may be affixed directly to the chassis. As
described herein, a separate controller (e.g., controllers 114)
may be coupled to each separate storage device and the com-
bination of the storage device and controller may be coupled
to backplane 112. Each of controllers 114 may provide a
separately addressable network interface for each of storage
devices 116.

In various embodiments, chassis 110 may be configured
and/or modified to provide Ethernet access to backplane 112.
In at least one embodiment, backplane 112 may provide Eth-
ernet access to each of controllers 114 through an Ethernet
switch fabric interface that serially connects backplane con-
nectors. In some embodiments, chassis 110 may include an
Ethernet port and/or interface component for connecting
chassis 110 to network 108.

Controllers 114 may communicate with client computers
102-106. In various embodiments, each of controllers 114
may convert data received from its corresponding storage
device 116 into an Ethernet protocol and communicated to
network computers 102-106 via backplane 112 and network
108. Similarly, each controller may convert data received
from client computers 102-106 (via network 108 and the
Ethernet connection supported by backplane 112) into a stor-
age device protocol for accessing its own corresponding stor-
age device.

In various embodiments, controllers 114 may coordinate
which of storage devices 116 are included in a shingle, which
storage devices are added or removed from a shingle, which
storage devices may be powered up or down, or the like.

Since storage devices 116 can be of any typical/non-spe-
cific/general storage device/agnostic, each of controllers 114
may perform different types of data protocol conversions
depending on the type storage device that it is coupled with. In
this way, each storage device can be individually addressable
and network computers 102-106 can individually access each
separate storage device 116 via an Ethernet protocol without
having to utilize a centralized/master controller—either a
chassis controller or a standalone computer that centrally
manages access to each storage device 116. So, in various
embodiment, each separate controller (of controllers 114),
and thus each separate storage device, is individually addres-
sable and can be individually accessed by network devices
102-106. Generally, storage devices 116 may be referred to as
a storage system.

In various embodiments, controllers 114 may communi-
cate with each other via the Ethernet connection of backplane
112 to employ various storage device management actions,
monitoring actions, or the like. So in some embodiments,
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controllers 114 may communicate with each other—indepen-
dent of a chassis controller or other primary/main/master/
coordinator computer—to perform various actions (some of
which may be done in parallel), including, but not limited to,
data reads, data writes, data recovery, or the like.

For example, in some embodiments, the controllers may
communicate with each other to perform distributed data
storage actions and tasks among a plurality of storage
devices. In one non-limiting example, client computer 102
may provide a write request to controller 118 (in some
embodiments, this request may go through a load balancer or
other routing device). Controller 118 may work together with
the separate controllers 114 to coordinate the write request
across one or more of storage devices 116 (even if the network
computer is unaware of the other controllers and/or storage
devices). In this example, controller 118 may coordinate with
the other controllers of controllers 114 to determine which
controller/storage devices will store what data. Since each
controller 114 is network accessible (e.g., IP addressable), in
some embodiments, client computer 102 may be able to indi-
vidually access each storage device 116 and indicate which
storage devices will store what data.

It should be noted that in some embodiments a single
controller may be identified as a master computer for control-
ling/managing data reads, writes, and/or other distributed
storage system tasks. In other embodiments, another network
computer (e.g., a server computer) can be a master computer
to perform this distributed storage system management.

In some embodiments, controllers 114 may cooperatively
coordinate with each other in a peer-to-peer architecture to
control/manage operations of each correspondingly coupled
storage device 116, as described herein. In other embodi-
ments, controllers 114 may cooperatively coordinate storage-
device-operation control/management with each other as
more of a server-to-peer architecture, where one or more of
controllers 114 may operate as master controllers (or master
computers) and one or more of the other controllers of con-
trollers 114 may operate as slave controllers (or subordinate
computers).

In various other embodiments, one or more network com-
puter and controllers 114 may operate in a server-to-peer
architecture to control/manage operations of one or more
storage devices 116 in chassis 110 (or storage devices in
multiple chassis)—similar to that which is described above.
In at least one such embodiment, the network computers may
operate as master network computers (or master computers)
and controllers 114 may operate as slave controllers (or sub-
ordinate computers). In various embodiments, the network
computer (e.g., a master computer) may coordinate and/or
instruct each of controllers 114 (e.g., subordinate computers)
to control/manage operations of each correspondingly
coupled storage device 116.

It should be noted that these architectures are not to be
construed as exhaustive or limiting, but rather, other architec-
tures may be employed in accordance with embodiments
described herein. For example, in various embodiments, cli-
ent computers 102-106 and/or controllers 114 may operate in
various different architectures including, but not limited to, a
peer-to-peer architecture, peer-to-server architecture, server-
to-server architecture, or the like, to control/manage the
operations of one or more of storage devices 116.
Tustrative Network Computer

FIG. 2 shows one embodiment of a network computer 200
that may include many more or less components than those
shown. The components shown, however, are sufficient to
disclose an illustrative embodiment for practicing the inven-
tion. Network computer 200 may represent, for example con-
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trollers 114 of FIG. 1, and/or other network devices (e.g.,
master computers and/or subordinate computers).

Network computer 200 may be configured to operate as a
server, client, peer, a host, or other computing device. In
general, network computer 200 may be a desktop computer,
mobile computer (e.g., laptop computers, smart phones, tab-
lets, or the like), server computer, or any other network com-
puter that can communicate through a network to access
and/or store data at a storage system, such as a remote/sec-
ondary location (i.e., multi-storage-device chassis 110 of
FIG. 1).

Network computer 200 may include processor 202, pro-
cessor readable storage media 228, network interface 230, an
input/output interface 232, hard disk drive 234, video display
adapter 236, and memory 226, all in communication with
each other via bus 238. In some embodiments, processor 202
may include one or more central processing units.

Network interface 230 includes circuitry for coupling net-
work computer 200 to one or more networks, and is con-
structed for use with one or more communication protocols
and technologies including, but not limited to, protocols and
technologies that implement any portion of the OSI model,
GSM, CDMA, time division multiple access (IDMA), UDP,
TCP/IP, SMS, MMS, GPRS, WAP, UWB, WiMax, SIP/RTP,
EDGE, W-CDMA, LTE, UMTS, OFDM, CDMA2000, EV-
DO, HSDPA, or any of a variety of other wireless communi-
cation protocols. Network interface 230 is sometimes known
as a transceiver, transceiving device, or network interface
card (NIC). In various embodiments, network interface unit
230 may enable network computer 200 to access and/or store
data on one or more storage devices associated with a multi-
storage-device chassis, such as multi-storage-device chassis
110 of FIG. 1.

Network computer 200 may comprise input/output inter-
face 232 for communicating with external devices, such as a
keyboard, or other input or output devices not shown in FIG.
2A. Input/output interface 232 can utilize one or more com-
munication technologies, such as Universal Serial Bus
(USB), infrared, WiFi, WiMax, Bluetooth™, wired technolo-
gies, or the like.

Memory 226 may include various types of storage tech-
nologies, which may include various types of non-volatile
storage, volatile storage, or a combination thereof. Examples
of memory 226 may include, but are not limited to Random
Access Memory (RAM) (e.g., RAM 204), dynamic RAM
(DRAM), static RAM (SRAM), Read-only Memory (ROM)
(e.g., ROM 222), Electrically Erasable Programmable Read-
only Memory (EEPROM), flash memory, hard disk drives,
optical drives, magnetic computer storage devices, tape
drives, floppy disk drives, or other processor-readable storage
media. In some embodiments, memory 226 may include pro-
cessor-readable transitory or non-transitory storage media. In
various embodiments, memory 226 may include one or more
caches.

Memory 226 may be utilized to store information, such as,
but not limited to, processor-readable instructions (also
referred to as computer-readable instructions), structured
and/or unstructured data, program modules, or other data/
information. In various embodiments, some of the data/infor-
mation stored by memory 226 may be used by processor 202
to execute and/or perform actions. In some embodiments, at
least some of the data/information stored by memory 226
may also be stored on another component of network com-
puter 200, such as, but not limited to, process-readable stor-
age media 228. Processor-readable storage media 228 may
include one or more storage technologies, such as, but not
limited to, those storage technologies described above for
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memory 226. In various embodiments, processor-readable
storage media 228 may also be referred to as computer-
readable storage media, processor-readable storage devices,
and/or computer-readable storage devices. In some embodi-
ments, process-readable storage media 228 may be remov-
able or non-removable from network computer 200.

Memory 226 may include system firmware, such as BIOS
224, which may store instructions for controlling low-level
operations of network computer 200. Memory 226 may also
store operating system 206 for controlling the operation of
network computer 200. In some embodiments, operating sys-
tem 206 may include a general purpose operating system
(e.g., UNIX, LINUX™  Windows™, OSX™  Windows
Phone™, iOS™, Android™, or the like). The operating sys-
tem functionality may be extended by one or more libraries,
modules, plug-ins, or the like.

Memory 226 may include one or more data storage 208,
which can be utilized by network computer 200 to store,
among other things, applications 214 and/or other data. For
example, data storage 208 may also be employed to store
information that describes various capabilities of network
computer 200. The information may then be provided to
another device based on any of a variety of events, including
being sent as part of a header during a communication, sent
upon request, or the like. Data storage 208 may also include a
database, text, spreadsheet, folder, file, or the like, that may be
configured to maintain and store user account identifiers, user
profiles, email addresses, IM addresses, and/or other network
addresses; or the like. Data storage 208 may further include
program code, data, algorithms, and the like, for use by a
processor, such as processor 202 to execute and perform
actions. In one embodiment, at least some of data store 208
might also be stored on another component of network com-
puter 200, including, but not limited to processor-readable
storage media 228, hard disk drive 234, or the like.

Applications 214 may include computer executable
instructions that, when executed by network computer 200,
transmit, receive, and/or otherwise process instructions and
data. In various embodiments, these applications may moni-
tor or otherwise manage data transfers and tasks associated
with a distributed storage system.

Applications 214 may also include an application that can
enable a user to individually access each separate controller
(e.g., controllers 114 of FIG. 1) associated with each storage
device (e.g., storage devices 116 of FIG. 1) through a net-
work. So, in some embodiments, each controller (i.e., each
storage device) may be individually network addressable by
network computer 200. This access can enable a user to
employ control (e.g., power/voltage changes, temperature
and other storage device performance monitoring, or the like)
over each individual storage devices within a multi-storage-
device chassis.

In various embodiments, applications 214 may include
distributed storage system configuration application 216.
Distributed storage system configuration application 216
may manage and/or otherwise perform at least a portion of the
operations described herein to determine master computers
and to configure the distributed storage system.

Iustrative Client Computer

FIG. 3 shows one embodiment of client computer 300 that
may beincluded in a system in accordance with at least one of
the various embodiments. Client computer 300 may include
many more or less components than those shown in FIG. 3.
However, the components shown are sufficient to disclose an
illustrative embodiment for practicing the present invention.
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Client computer 300 may represent, for example, one
embodiment of at least one of client computers 102-106 of
FIG. 1.

As shown in the figure, client computer 300 includes a
processor 302 in communication with a mass memory 326 via
abus 334. In some embodiments, processor 302 may include
one or more central processing units (CPU). Client computer
300 also includes a power supply 328, one or more network
interfaces 336, an audio interface 338, a display 340, a keypad
342, anilluminator 344, a video interface 346, an input/output
interface 348, a haptic interface 350, and a global positioning
system (GPS) receiver 332.

Power supply 328 provides power to client computer 300.
A rechargeable or non-rechargeable battery may be used to
provide power. The power may also be provided by an exter-
nal power source, such as an alternating current (AC) adapter
or a powered docking cradle that supplements and/or
recharges a battery.

Client computer 300 may optionally communicate with a
base station (not shown), or directly with another computer.
Network interface 336 includes circuitry for coupling client
computer 300 to one or more networks, and is constructed for
use with one or more communication protocols and technolo-
gies including, but not limited to, GSM, CDMA, TDMA,
GPRS, EDGE, WCDMA, HSDPA, LTE, user datagram pro-
tocol (UDP), transmission control protocol/Internet protocol
(TCP/IP), short message service (SMS), WAP, ultra wide
band (UWB), IEEE 802.16 Worldwide Interoperability for
Microwave Access (WiMax), session initiated protocol/real-
time transport protocol (SIP/RTP), or any of a variety of other
wireless communication protocols. Network interface 336 is
sometimes known as a transceiver, transceiving device, or
network interface card (NIC).

Audio interface 338 is arranged to produce and receive
audio signals such as the sound of a human voice. For
example, audio interface 338 may be coupled to a speaker and
microphone (not shown) to enable telecommunication with
others and/or generate an audio acknowledgement for some
action.

Display 340 may be a liquid crystal display (LCD), gas
plasma, light emitting diode (LED), organic LED, or any
other type of display used with a computer. Display 340 may
also include a touch sensitive screen arranged to receive input
from an object such as a stylus or a digit from a human hand.

Keypad 342 may comprise any input device arranged to
receive input from a user. For example, keypad 342 may
include a push button numeric dial, or a keyboard. Keypad
342 may also include command buttons that are associated
with selecting and sending images.

IMluminator 344 may provide a status indication and/or
provide light. [lluminator 344 may remain active for specific
periods of time or in response to events. For example, when
illuminator 344 is active, it may backlight the buttons on
keypad 342 and stay on while the client computer is powered.
Also, illuminator 344 may backlight these buttons in various
patterns when particular actions are performed, such as dial-
ing another client computer. [lluminator 344 may also cause
light sources positioned within a transparent or translucent
case of the client computer to illuminate in response to
actions.

Video interface 346 is arranged to capture video images,
such as a still photo, a video segment, an infrared video, or the
like. For example, video interface 346 may be coupled to a
digital video camera, a web-camera, or the like. Video inter-
face 346 may comprise a lens, an image sensor, and other
electronics. Image sensors may include a complementary
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metal-oxide-semiconductor (CMOS) integrated circuit,
charge-coupled device (CCD), or any other integrated circuit
for sensing light.

Client computer 300 also comprises input/output interface
348 for communicating with external devices, such as a head-
set, or other input or output devices not shown in FIG. 3.
Input/output interface 348 can utilize one or more communi-
cation technologies, such as USB, infrared, Bluetooth™, or
the like.

Haptic interface 350 is arranged to provide tactile feedback
to a user of the client computer. For example, the haptic
interface 350 may be employed to vibrate client computer 300
in a particular way when another user of'a computer is calling.
In some embodiments, haptic interface 350 may be optional.

Client computer 300 may also include GPS transceiver 332
to determine the physical coordinates of client computer 300
on the surface of the Earth. GPS transceiver 332, in some
embodiments, may be optional. GPS transceiver 332 typi-
cally outputs a location as latitude and longitude values. How-
ever, GPS transceiver 332 can also employ other geo-posi-
tioning mechanisms, including, but not limited to,
triangulation, assisted GPS (AGPS), Enhanced Observed
Time Ditference (E-OTD), Cell Identifier (CI), Service Area
Identifier (SAI), Enhanced Timing Advance (ETA), Base Sta-
tion Subsystem (BSS), or the like, to further determine the
physical location of client computer 300 on the surface of the
Earth. It is understood that under different conditions, GPS
transceiver 332 can determine a physical location within mil-
limeters for client computer 300; and in other cases, the
determined physical location may be less precise, such as
within a meter or significantly greater distances. In one
embodiment, however, client computer 300 may through
other components, provide other information that may be
employed to determine a physical location of the computer,
including for example, a Media Access Control (MAC)
address, IP address, or the like.

Mass memory 326 includes a Random Access Memory
(RAM) 304, a Read-only Memory (ROM) 322, and other
storage means. Mass memory 326 illustrates an example of
computer readable storage media (devices) for storage of
information such as computer readable instructions, data
structures, program modules or other data. Mass memory 326
stores a basic input/output system (BIOS) 324, or the like, for
controlling low-level operation of client computer 300. The
mass memory also stores an operating system 306 for con-
trolling the operation of client computer 300. It will be appre-
ciated that this component may include a general-purpose
operating system such as a version of UNIX, or LINUX™ or
a specialized client communication operating system such as
Microsoft Corporation’s Windows Mobile™, Apple Corpo-
ration’s i0S™, Google Corporation’s Android™, or the like.
The operating system may include, or interface with a Java
virtual machine module that enables control of hardware
components and/or operating system operations via Java
application programs.

Mass memory 326 further includes one or more data stor-
age 308, which can be utilized by client computer 300 to
store, among other things, applications 314 and/or other data.
For example, data storage 308 may also be employed to store
information that describes various capabilities of client com-
puter 300. The information may then be provided to another
computer based on any of a variety of events, including being
sent as part of a header during a communication, sent upon
request, or the like. Data storage 308 may also be employed to
store social networking information including address books,
buddy lists, aliases, user profile information, user credentials,
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orthe like. Further, data storage 308 may also store messages,
web page content, or any of a variety of user generated con-
tent.

At least a portion of the information stored in data storage
308 may also be stored on another component of client com-
puter 300, including, but not limited to processor readable
storage media 330, a disk drive or other computer readable
storage devices (not shown) within client computer 300.

Processor readable storage media 330 may include vola-
tile, non-transitive, non-transitory, nonvolatile, removable,
and non-removable media implemented in any method or
technology for storage of information, such as computer- or
processor-readable instructions, data structures, program
modules, or other data. Examples of computer readable stor-
age media include RAM, ROM, Electrically Erasable Pro-
grammable Read-only Memory (EEPROM), flash memory or
other memory technology, Compact Disc Read-only Memory
(CD-ROM), digital versatile disks (DVD) or other optical
storage, magnetic cassettes, magnetic tape, magnetic disk
storage or other magnetic storage devices, or any other physi-
cal medium which can be used to store the desired informa-
tion and which can be accessed by a computer. Processor
readable storage media 330 may also be referred to herein as
computer readable storage media and/or computer readable
storage device.

Applications 314 may include computer executable
instructions which, when executed by client computer 300,
transmit, receive, and/or otherwise process network data.
Network data may include, but is not limited to, messages
(e.g. SMS, Multimedia Message Service (MMS), instant
message (IM), email, and/or other messages), audio, video,
and enable telecommunication with another user of another
client computer. Applications 314 may include, for example,
a browser 318, and other applications 320.

Browser 318 may include virtually any application config-
ured to receive and display graphics, text, multimedia, mes-
sages, and the like, employing virtually any web based lan-
guage. In one embodiment, the browser applicationis enabled
to employ HDML, WML, WML Script, JavaScript, SGML,
HTML, XML, and the like, to display and send a message.
However, any of a variety of other web-based programming
languages may be employed. In one embodiment, browser
318 may enable a user of client computer 300 to communicate
with another network computer, such as storage management
server computer 116, storage computer 118, and/or storage
computer 120 as shown in FIG. 1.

Other applications 320 may include, but are not limited to,
calendars, search programs, email clients, IM applications,
SMS applications, voice over Internet Protocol (VOIP) appli-
cations, contact managers, task managers, transcoders, data-
base programs, word processing programs, software devel-
opment tools, security applications, spreadsheet programs,
games, search programs, and so forth.

Tlustrative Multi-Storage-Device Chassis

FIG. 4 shows an embodiment of an exploded perspective
view of a multi-storage-device chassis that may be included
in a system such as that shown in FIG. 1. System 400 may
include multi-storage-device chassis 466 and storage-device
carrier 464. In various embodiments, multi-storage-device
chassis 466 may be an embodiment of multi-storage-device
chassis 110 of FIG. 1. Multi-storage-device chassis 466 may
be an example of a JBOD or other chassis that can support a
plurality of storage drives. In some embodiments, storage-
device carrier 464 may be configured and arranged to provide
proper alignment of storage device 452 with a backplane of
multi-storage-device chassis 466.
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In various embodiments, controller 456 may be embodi-
ment of controller 114 of FIG. 1, which may be subordinate
computers and/or master computers to perform operations
associated with a distributed storage system. Controller 456
may be coupled to a back of storage device 452. This combi-
nation of devices may be fastened to storage-device carrier
464. The combined carrier 464, device 452, and controller
456 may be inserted into slot 468 of chassis 466 in accordance
with use instructions of chassis 466 for inserting a carrier into
slot 468. As described herein, controller 456 may enable a
remote network computer to individually access its corre-
spondingly connected storage device 452. Similarly, control-
ler 456 may communicate with other controllers to coordinate
reads and/or writes of data among a plurality of storage
devices. In at least one of various embodiments, controller
456 may be enabled to control power provided to storage
device 452 such that storage device 452 can be powered down
when removed or not in a shingle, powered up when added to
a shingle, powered up to fulfill a read request and power down
after completion of the read request, or the like.

In various embodiments, multi-storage-device chassis 466
may include an Ethernet switch and a storage-drive-data
bridge (e.g., a SAS bridge). In various embodiments, the
Ethernet switch may provide access between controllers and/
or from the chassis to other networks, and the storage-drive-
data bridge may provide direct data access to a network
computer without utilizing the Ethernet switch.

Distributed Storage Device Bootstrapping Overview

As described herein, a distributed storage system may
include a plurality of computers, which may include master
computers and client computers. Master computers and sub-
ordinate computers can communicate with each other to
enable the operation, execution, and performance of the dis-
tributed storage system. So, master computers and subordi-
nate computers may communicate together to perform reads,
writes, and other actions and tasks associated with a distrib-
uted storage system.

In various embodiments, the master computers and subor-
dinate computers may be configured and arranged to operate
in one or more clusters. Each cluster may include one or more
master computers and one or more subordinate computers.
Each cluster may be enabled to perform similar or different
tasks associated with a distributed storage system.

Subordinate computers and/or master computers may be
added or removed from a distributed storage system for a
variety of reasons. For example, computers can fail, become
disconnected, turn off, taken offline (e.g., for maintenance),
or otherwise be removed from the system. Also, computers
can be added to the system, rebooted, reestablish connectiv-
ity, or otherwise be added to the system. As subordinate
computers are added to the system, they may have to deter-
mine which cluster they are a member of. In determining its
cluster, a subordinate computer may have to determine which
master computers of master computers 504 are its corre-
sponding master computers. In some embodiments, a subor-
dinate computer may also have to determine which other
subordinate computers are in the same cluster as that particu-
lar subordinate computer. Similarly, as master computers are
added to the system, they may have to determine which other
master computers are in the same cluster, and which subor-
dinate computers are in that cluster. It should be recognized
that determining a master computer of a subordinate com-
puter may include providing the subordinate computer with
the network address of each master computer associated with
that subordinate computer.

FIGS. 5-7 show illustrative embodiments of a system for
configuring a distributed storage system over a customer net-
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work based on the infrastructure and various capabilities and/
or characteristics of the customer network. Subordinate com-
puters (and/or master computers) may perform different
actions (as illustrated in FIGS. 5-7) based on different capa-
bilities of the customer network in order to determine their
corresponding master computers to configure the distributed
storage system. This distributed storage system configuration
may be referred to as network bootstrapping for the distrib-
uted storage system.

FIG. 5 shows an illustrative embodiment of a system for
configuring a distributed storage system over a customer net-
work when the customer network supports site-level multi-
cast.

System 500 may include a plurality of master computers
504 and a plurality of subordinate computers 506. Master
computers 504 and/or subordinate computers 506 may com-
municate with each via customer network 502. However, it
should be noted that when a subordinate computer or master
computer is added to system 500 it may have to perform
embodiments described herein to be configured to directly
communicate with other subordinate computers and/or mas-
ter computers in the system because they may not previously
know the network addresses of other subordinate and/or mas-
ter computers. In various embodiments, subordinate and/or
master computers be a member of a cluster, such as clusters
508 and 510.

A customer network that supports site-level multicast may
be a network that supports IPv6 or IPv4 multicasting or the
equivalent. Site-level multicast may enable computers (sub-
ordinate computers and/or master computers) to send one
message on the network to other associated computers on the
network. In various embodiments, site-level multicast may
include a subnet broadcast such that members of the subgroup
receive the broadcast and subscribers to the subgroup can also
receive the broadcast.

For example, subordinate computer C1 may be added to
system 500 such that subordinate computer C1 is unaware of
which master computers 504 are its master computers and
which cluster it is a member of. When subordinate computer
C1 is newly added to customer network 502, it may be
assigned a network address. It should be recognized that a
subordinate computer (or master computer) may already have
a network address if it was previously configured with the
customer network, but temporarily lost communication with
the network (e.g., if it was shut down). But in some embodi-
ments, it may be that the subordinate computer (or master
computer) may have to acquire a new network address.

Subordinate computer C1 may send out a site-level multi-
cast on customer network 502 to request responses from its
master computers to determine its associated master comput-
ers. In this illustration, master computers M1, M2, and M3
may be the master computers of subordinate computer C1.
Also illustrated is that master computers M1, M2, and M3 are
in cluster 508, which C1 may also be a member of (or join as
a member). In response to the multicast, these associated
master computers may send a message over unicast or mul-
ticast to subordinate computer C1 with their identity/location
within customer network 502 (e.g., their network address).
Subordinate computer C1 can then communicate directly
with each of these master computers that respond to the
multicast message. In various embodiments, subordinate
computer C1 may report or register its identity (e.g., its net-
work address) with each of its master computers.

It should be recognized that for a variety of different rea-
sons (e.g., a master computer being temporarily unavailable
due to lack of resources, loss of connectivity, or the like) one
of master computers M1, M2, or M3 may not respond to
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subordinate computer C1’s multicast message (such as illus-
trated by no unicast or multicast response from master com-
puter M1 to subordinate computer C1). So, subordinate com-
puter C1 can send a message to at least one of the responding
master computers (e.g., master computer M1) to request a list
of'other master computers that are in the same cluster. This list
may include network addresses of all master computers
known to be a member of that particular cluster. The subor-
dinate computer can then report or register its identity with
any master computers in the list that it had not previously
registered with. In various embodiments, registering a subor-
dinate computer with a master computer may subsequently
add that subordinate computer to of be a member of the same
cluster that the master computer is a member of.

Likewise, subordinate computer C1 can send a message to
at least one of its master computers to request a list of other
subordinate computers that are also in the same cluster. The
master computer may respond with a list of network
addresses of the other subordinate computers in the same
cluster. For example, C2 may already be a member of cluster
508 by performing embodiments described herein. Once sub-
ordinate computer C1 has the network addresses of each of its
master computers and other subordinate computers in the
cluster, subordinate computer C1 can directly communicate
with each of these master and subordinate computers.

This processes of utilizing site-level multicasting in the
customer network is further described below in conjunction
with FIGS. 8 and 9.

If customer network 502 does not support site-level mul-
ticast, then the subordinate computers may utilize a local
DNS (domain name system) server to obtain the network
addresses of its master computers, which is shown in FIGS. 6
and 7. In some embodiments, the subordinate computer may
first try to send a site-level multicast as described in FIG. 5.
But if that is unsuccessful—no master computers respond to
the multicast message—then the subordinate computer may
attempt to utilize a local DNS server, as illustrated in FIG. 6
(and FI1G. 7).

FIG. 6 shows an illustrative embodiment of a system for
configuring a distributed storage system over a customer net-
work when the customer network supports a local customer
DNS server. System 600 may include a plurality of master
computers 604 and a plurality of subordinate computers 606.
Master computers 604 and subordinate computers 606 may
be embodiments of master computers 504 and subordinate
computers 506 of FIG. 5, respectively. Master computers 604
and/or subordinate computers 606 may communicate with
each other via customer network 602 Customer network 602
may be an embodiment of customer network 502 in FIG. 5,
but that it does not support site-level multicast.

When a master computer is added to customer network
602, it may be assigned a network address. Each master
computer may provide its network address to external server
616. External server 616 may be a server on external network
614 that is separate from customer network 602. Although
external server 616 is illustrated as being on a separate net-
work, embodiments are no so limited and it may be on the
customer network but not directly accessible by the subordi-
nate computers. In some embodiments, external server 616
may coordinate or manage the clusters of computers in cus-
tomer network 602. For example, external server 616 may
maintain a database or other suitable data structure of each
master computer, their associated subordinate computers,
and other associated master computers in customer network
602. So, external serer 616 may maintain a current represen-
tation of each member of each cluster in customer network
602. In other embodiments, external server 616 may maintain
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a database or other suitable data structure of each cluster of
master computers without knowing of subordinate comput-
ers.

When a subordinate computer is added to customer net-
work 602, it may be assigned a network address. Subordinate
computer C1 may locate DNS server 618 through an auto-
configuration procedure when connected to customer net-
work 602. Subordinate computer C1 may send a DNS query
to DNS server 618 to obtain its master computers. In some
embodiments, the DNS query may include an identifier of the
subordinate computer, but may not include a name of its
master computer(s) (because the subordinate computer is
unaware of who its masters are). An example DNS query may
be “Cl.master.iggy.bz”. So, rather than query the DNS server
for an address of a specific master computer, the query is for
addresses of master computers of a particular subordinate
computer.

DNS server 618 may be configured to forward the DNS
query to external server 616. Based on the DNS query, exter-
nal server 616 may perform a lookup or other process to
determine one or more master computers of subordinate com-
puter C1. In some embodiments, external server 616 may
perform various operations to determine which cluster (or
which master computers are associated with the subordinate
computer). For example, the external server may determine
which cluster to add the subordinate computer to based on
current characteristics of the clusters and their need for addi-
tional subordinate computers.

Once a cluster/master computers are determined for the
subordinate computer, the external server may respond to the
DNS server with addresses of the determined master comput-
ers. In one illustrative example, external server 616 may
respond to the DNS query with network addresses for master
computers M1, M2, and M3. DNS server 616 may then for-
ward these addresses to subordinate computer C1. Subordi-
nate computer C1 can then communicate directly with these
master computers, and may query the master computers for
the network addresses of other subordinate computers in the
same cluster, as described herein.

This processes of utilizing a local customer supported DNS
server is further described below in conjunction with FIGS. 8
and 10.

If the customer network does not have a designated DNS
server, then one of the master computers may be configured as
a DNS server to communicate DNS queries with the external
server, as illustrated in FIG. 7.

FIG. 7 shows an illustrative embodiment of a system for
configuring a distributed storage system over a customer net-
work when the customer network supports a master computer
in the distributed storage system as a DNS server. System 700
may be an embodiment of system 600 of FIG. 6. Master
computers 704 and subordinate computers 706 may be
embodiments of master computers 604 and subordinate com-
puters 606 of FIG. 6, respectively. Master computers 704
and/or subordinate computers 706 may communicate with
each via customer network 702. Customer network 702 may
be an embodiment of customer network 602 in FIG. 6, but that
it does not have a dedicated DNS server. Briefly, subordinate
computer may obtain the network addresses of its master
computers similar to what is described above in FIG. 6, but
that it may utilize a master computer DNS server, rather than
a customer provided DNS server.

A network administrator may configure one of master
computers 704 to be a DNS server that can be queried by
subordinate computers 706. As illustrated, master computer
720 may be configured as the DNS server. So, when a subor-
dinate computer is added to customer network 702, it may be
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assigned a network address. Subordinate computer C1 may
locate master computer DNS server 720 through an auto-
configuration procedure when added to customer network
702 (or when the master computer DNS server is initiated).

Subordinate computer C1 may send a DNS query to master
computer DNS server 720 to obtain network addresses of its
master computers, which may be accomplished similar to
subordinate computer C1 querying DNS server 618 in FIG. 6.
If the master computers for subordinate computer C1 are in
the same cluster as the master computer DNS server, then the
master computer DNS server may respond to subordinate
computer C1 with a list of its master computers—without
accessing external server 716. Otherwise, the master com-
puter DNS server may forward the DNS query to external
server 716. External server 716 may be an embodiment of
external server 616 of FIG. 6. Based on the DNS query,
external server 716 may perform a lookup or other process to
determine one or more master computers of subordinate com-
puter C1. In one illustrative example, external server 716 may
respond to the DNS query with network addresses for master
computers M1, M2, and M3. Subordinate computer C1 can
then communicate directly with these master computers, and
may query the master computers for the network addresses of
other subordinate computers in the same cluster.

This processes of utilizing a local customer supported DNS
server is further described below in conjunction with FIGS. 8
and 11.

Although the examples described above in conjunction
with FIGS. 5-7 are described from the perspective of subor-
dinate computer C1, each subordinate computer may employ
the same embodiments to determine who their associated
master computers are and to obtain their network addresses.
Similarly, master computers can perform the same embodi-
ments to determine other master computers that are in the
same cluster. By employing embodiments described herein,
the amount of manual configuration performed by a network
administrator may be reduced while also reducing the number
of requests to an external service/network.

General Operation

The operation of certain aspects of the invention will now
be described with respect to FIGS. 8-11. In at least one of
various embodiments, processes 800, 900, 1000, or 1100 of
FIGS. 8-11, respectively, may be implemented by and/or
executed on one or more computers, such as network com-
puter 200 of FIG. 2 or other network devices. Additionally,
various embodiments described herein can be implemented
in a system such as system 100 of FIG. 1.

FIG. 8 illustrates a logical flow diagram generally showing
one embodiment of an overview process for configuring a
distributed storage system over a customer network. Process
800 may begin, after a start block, at block 802, where a
subordinate computer of a distributed storage system may be
connected or otherwise added to a customer network. As
described herein, adding a subordinate computer to a cus-
tomer network can include a variety of scenarios where the
subordinate computer is new to the customer network and
attempts to determine which master computers are its asso-
ciated master computers (e.g., which cluster is the subordi-
nate computer a member of) and to obtain their network
addresses.

Process 800 may proceed to decision block 804, where a
determination may be made whether the customer network
supports site-level multicast. In some embodiments, this
determination may be based on the infrastructure, param-
eters, and/or characteristics of the customer network. For
example, the customer network may support site-level mul-
ticast if it is configured to support IPv6. In other embodi-
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ments, it may be automatically assumed that the customer
network supports site-level multicast. If the customer net-
work supports site-level multicast, then process 800 may flow
to block 810; otherwise process 800 may flow to block 806.

At block 810, the subordinate computer may employ site-
level multicast to determine its master computers (or the
master computers assigned to the subordinate computer),
which is described in more detail in conjunction with FIGS. 5
and 9. After block 810, process 800 may terminate and/or
return to a calling process to perform other actions.

If it is assumed (at decision block 804) that the customer
network supports site-level multicast and the subordinate
computer does not receive any responses to a site-level mul-
ticast, then process 800 may flow (not illustrated) from block
810 to decision block 806 to employ another mechanism to
determine its master computer(s).

If, at decision block 804, the customer network does not
support site-level multicast, then process 800 may flow from
decision block 804 to decision block 806. At decision block
806, a determination may be made whether the customer
network supports a local customer supported/supplied DNS
server. In various embodiments, a network administrator may
configure a local DNS server for the customer network. In at
least one embodiment, this DNS server may be referred to as
a customer supplied DNS server that is local to the customer
network. If the customer network has a local DNS server, then
process 800 may flow to block 812; otherwise process 800
may flow to block 808.

At block 812, the subordinate computer may utilize the
customer network DNS server to connect to an external server
to determine its master computers (or the master computers
assigned to the subordinate computer), which is described in
more detail in conjunction with FIGS. 4 and 10. After block
812, process 800 may terminate and/or return to a calling
process to perform other actions.

If, at decision block 806, the customer network does not
support a local DNS server, then process 800 may flow from
decision block 806 to block 808. At block 808, a master
computer may be designated as a DNS server, such that the
subordinate computer may utilize the master computer DNS
server to connect to the external server to determine its master
computers (or the master computers assigned to the subordi-
nate computer), similar to utilizing the customer network
DNS server described at block 812, which is described in
more detail in conjunction with FIGS. 7 and 11. After block
808, process 800 may terminate and/or return to a calling
process to perform other actions.

Although process 800 is described from the perspective of
a single subordinate computer (i.e., the subordinate computer
being connected/added to the customer network), each sub-
ordinate computer connected/added to the customer network
may separately perform process 800 to determine who their
associated or assigned master computers are. Similarly, mas-
ter computers can perform process 800 to determine other
master computers that are the same cluster.

It should be noted that process 800 may be performed
periodically, at predetermined times, each time a subordinate
computer or master computer is added to the network (e.g.,
becomes connected to the network whether from being physi-
cally connected to the network, turned on, rebooted, or the
like), or the like.

FIG. 9 illustrates a logical flow diagram generally showing
one embodiment of a process for configuring a distributed
storage system when the customer network supports site-
level multicast. In various embodiments, each subordinate
computer (and/or master computer) may perform embodi-
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ments of process 900 when added/connected to a customer
network and the customer network supports site-level multi-
cast.

Process 900 may begin, after a start block, at block 902,
where a network address may be acquired. In various embodi-
ments, the subordinate computer may be assigned a network
address when added to the customer network based on auto-
configuration parameters of the network.

Process 900 may proceed to block 904, where the subor-
dinate computer may provide a site-level multicast to the
customer network. In various embodiments, the site-level
multicast may be a single message requesting responses from
master computers that are known to be master computers of
the subordinate computer.

Process 900 may continue at block 906, where the subor-
dinate computer may receive master computer information
from at least one associated master computer. In various
embodiments, a master computer may respond to the multi-
cast message by sending its network address to the subordi-
nate computer via a unicast or multicast message. In at least
one embodiment, the master computers that respond to the
multicast may be referred to as the master computers of the
subordinate computer. Likewise, other master computers in a
same cluster may also be referred to as master computers of
the subordinate computers in the same cluster.

As described above, it may be assumed that the customer
network supports site-level multicast. However, if it does not
support site-level multicast then no master computers may
respond to the multicast. Even if the network supports site-
level multicast, it may be possible for a master computer of
the subordinate computer to miss the multicast or fail to
respond to the multicast. In both cases the subordinate com-
puter may not receive a response to its multicast. In such an
scenario, process 900 may terminate and the subordinate
computer may attempt to determine its master computers via
a different mechanism as described herein (e.g., employing a
customer network DNS server (as described in conjunction
with FIG. 10) and/or employing a master computer DNS
server (as described in conjunction with FIG. 11).

Process 900 may proceed next to block 908, where the
subordinate computer may register itself with the master
computers that respond to the multicast message. In various
embodiments, registering a subordinate computer with a mas-
ter computer may include the subordinate computer instruct-
ing the master computer to add the subordinate computer to
the cluster associated with that master computer. In some
embodiments, block 908 may be optional if the master com-
puters register the subordinate computer based on the multi-
cast.

Process 900 may continue at block 910, where the subor-
dinate computer may request additional cluster information
from at least one of its master computers. In some embodi-
ments, this request may accompany the request to register the
subordinate computer with the master computer. In at least
one of various embodiments, the subordinate computer may
request the network addresses of other master computers in
the cluster or other subordinate computers in the cluster—that
are known to the master computer. In some embodiments, the
subordinate computer may send this request to each of its
master computers. In other embodiments, each master com-
puter in a cluster may harmonize and reconcile the master
computers and/or subordinate computers currently in the
cluster so that the subordinate computer may send this request
to only one of its master computers.

In some embodiments, if the master computer responds
with information for other master computers in the same
cluster as the subordinate computer, then the subordinate
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computer may register with those other master computers
(similar to what is described at block 908). In other embodi-
ments, the subordinate computer may not register with the
other master computers if the master computers in a cluster
harmonize and reconcile their lists of current subordinate
computers in the same cluster.

After block 910, process 900 may terminate and/or return
to another process to perform other actions.

FIG. 10 illustrates a logical flow diagram generally show-
ing one embodiment of'a process for configuring a distributed
storage system when the customer network supports a local
customer DNS server. As described herein, each subordinate
computer (and/or master computer) may perform embodi-
ments of process 1000 when added/connected to a customer
network, the customer network does not supports site-level
multicast (or no master computers responded to a multicast
message), and the customer network supports a local DNS
server.

Process 1000 may begin, after a start block, at block 1002,
where subordinate computers may be automatically config-
ured with a local customer DNS server. In various embodi-
ments, the subordinate computer may be assigned a network
address and a DNS server when added to the customer net-
work based on auto-configuration parameters of the network.

Process 1000 may proceed to block 1004, where each
master computer may provide its network address to an exter-
nal server. In some embodiments, the external server may be
authoritative name server accessed by the local customer
DNS server to obtain responses to the DNS queries (e.g.,
queries for master computers of subordinate computers). In
some embodiments, a master computer may provide its net-
work address directly to the external server. In other embodi-
ments, the master computer may be able to utilize a DNS
query and the customer DNS server to notify the external
server of its network address.

Process 1000 may continue at block 1006, where a subor-
dinate computer may provide a DNS query to the local cus-
tomer DNS server to determine the master computers of the
subordinate computer and obtain their network addresses. In
various embodiments, the query may identify the external
server and include a request for the master computers of the
subordinate computer. So, unlike a traditional DNS query that
requests an address of a particular computer, this query does
not include a particular computer (i.e., master computers) that
it is requesting. In general, the DNS query sent from the
subordinate computer is asking “who is my master computer
(s)?” An example query may be “Cl.master.iggy.bz”, which
may be querying the DNS server to ask the external server for
network addresses of the master computers of subordinate
computer “C1.”

As described herein, in some embodiments a master com-
puter may employ this process to determine other master
computers in a same cluster. In this embodiment, the master
computer may provide the DNS query to the local customer
DNS server but asking “who are the other master computer(s)
in my cluster?” An example query may be
“M1.master.iggy.bz”, which may be querying the DNS server
to ask the external server for network addresses of the other
master computers that share a same cluster as master com-
puter “M1.”

Process 1000 may proceed next to block 1008, where the
local customer DNS server may obtain master computer
information from the external server. The external server may
perform as an authoritative name server that fulfills or
responds to the DNS query. In various embodiments, the
external server may maintain a database or other data struc-
ture of each master computer and the cluster that they are
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associated with. The external server may then provide the
results (i.e., network addresses of each master computer of
the requesting subordinate computer) to the DNS query back
to the local customer DNS server, which may in turn provide
the results to the subordinate computer that provided the DNS
query.

Process 1000 may continue next at block 1010, where the
subordinate computer may register with its master computers
based on the results from the DNS query. In various embodi-
ments, block 1010 may employ embodiments of block 908 of
FIG. 9, where the subordinate computer may register with
each of its master computers. In some embodiments, the
subordinate computer may send a message with its identity to
each ofits master computers. The master computers may then
register to subordinate computer in a list of its subordinate
computers. In some other embodiments, the subordinate
computer may send a message with its identity to one of its
master computers, and the master computer may share the
subordinate computer’s registration information with other
associated master computers.

Process 1000 may proceed to block 1012, where the sub-
ordinate computer may request additional cluster information
from at least one of its master computers. In various embodi-
ments, block 1012 may employ embodiments of block 910 of
FIG. 9 to request additional information (e.g., other subordi-
nate computers or master computers in the same cluster as the
subordinate computer).

After block 1012, process 1000 may terminate and/or
return to a calling process to perform other actions.

FIG. 11 illustrates a logical flow diagram generally show-
ing one embodiment of a process for configuring a distributed
storage system when the customer network supports a master
computer in the distributed storage system as a DNS server.
As described herein, each subordinate computer (and/or mas-
ter computer) may perform embodiments of process 1100
when added/connected to a customer network, the customer
network does not supports site-level multicast (or no master
computers responded to a multicast message), and the cus-
tomer network does not supports a local customer DNS
server.

Process 1100 may begin, after a start block, at block 1102,
where a master computer may be configured as a DNS server.
In at least one of various embodiments, a network adminis-
trator may be enabled to configure at least one of the master to
computers to be a DNS server for purposes of subordinate
computers determining their master computers. In some
embodiments, a master computer may automatically config-
ure itself as a DNS server if the network does not support
site-level multicast and/or if the customer network does not
include a local DNS server.

Process 1100 may proceed to block 1104, where subordi-
nate computers may be automatically configured with the
master computer DNS server. In various embodiments, the
subordinate computer may be assigned a network address and
be notified of the master computer DNS server when added to
the customer network based on auto-configuration param-
eters of the network.

Process 1100 may continue at block 1106, where each
master computer may provide its network address to an exter-
nal server. In various embodiments, block 1106 may employ
embodiments of block 1004 of FIG. 10 to update the external
computers with the network addresses of the master computer
(s).

Process 1100 may proceed next to block 1108, where a
subordinate computer may provide a DNS query to the master
computer DNS server to determine the master computers of
the subordinate computer. In various embodiments, block
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1108 may employ embodiments of block 1006 of FIG. 10 to
provide a DNS query, but with the master computer DNS
server rather than a local customer DNS server.

Process 1100 may continue next at block 1110, where the
master computer DNS server may obtain master computer
information from the external server. In various embodi-
ments, block 1110 may employ embodiments of block 1008
of FIG. 10, but where the DNS server is a master computer
rather than a customer provided DNS server.

In at least one of various embodiments, if the master com-
puter DNS server is a master computer of the subordinate
computer that provided the DNS query (or is in the same
cluster as other master computers of the subordinate com-
puter), then the master computer DNS server may directly
respond to the DNS query without accessing the external
server. This action may be possible because the master com-
puter DNS server already has the master computer informa-
tion for the requesting subordinate computer, which can
reduce the number of requests sent to the external server.

Process 1100 may proceed to block 1112, where the sub-
ordinate computer may register with its master computers
based on the results from the DNS query. In various embodi-
ments, block 1112 may employ embodiments of block 1010
of FIG. 10 to register the subordinate computer with its mas-
ter computers. In some embodiments, if the master computer
DNS server is a master computer of the subordinate com-
puter, then it may register the subordinate computer based on
the DNS query. In at least one such embodiment, the master
computer DNS server may notify other master computers in
its cluster of the subordinate computer or the subordinate
computer may individually register with each of its other
master computers based on the response from the DNS query.

Process 1100 may continue at block 1114, where the sub-
ordinate computer may request additional cluster information
from at least one of its master computers. In various embodi-
ments, block 1114 may employ embodiments of block 1012
of FIG. 10.

After block 1114, process 1100 may terminate and/or
return to a calling process to perform other actions.

It should be recognized that various combinations of
embodiments described herein may be employed so long a
modified shingle includes a different composition of storage
devices than a pre-modified shingle. For example, one shingle
modification may be based on an ordering of storage devices
in the group and/or shingle, and another shingle modification
may be based on other criteria of storage system and/or
shingles (e.g., shingle capacity).

It should be understood that the embodiments described in
the various flowcharts may be executed in parallel, in series,
or a combination thereof, unless the context clearly dictates
otherwise. Accordingly, one or more blocks or combinations
of blocks in the various flowcharts may be performed con-
currently with other blocks or combinations of blocks. Addi-
tionally, one or more blocks or combinations of blocks may
be performed in a sequence that varies from the sequence
illustrated in the flowcharts.

Further, the embodiments described herein and shown in
the various flowcharts may be implemented as entirely hard-
ware embodiments (e.g., special-purpose hardware), entirely
software embodiments (e.g., processor-readable instruc-
tions), or a combination thereof. In some embodiments, soft-
ware embodiments can include multiple processes or threads,
launched statically or dynamically as needed, or the like.

The embodiments described herein and shown in the vari-
ous flowcharts may be implemented by computer instructions
(or processor-readable instructions). These computer instruc-
tions may be provided to one or more processors to produce a
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machine, such that execution of the instructions on the pro-
cessor causes a series of operational steps to be performed to
create a means for implementing the embodiments described
herein and/or shown in the flowcharts. In some embodiments,
these computer instructions may be stored on machine-read-
able storage media, such as processor-readable non-transi-
tory storage media.
The above specification, examples, and data provide a
complete description of the manufacture and use of the com-
position of the invention. Since many embodiments of the
invention can be made without departing from the spirit and
scope of the invention, the invention resides in the claims
hereinafter appended.
What is claimed is:
1. A method for configuring a distributed storage system
over a network, comprising:
connecting a plurality of master computers and a plurality
of subordinate computers to the network, wherein the
master computers and the subordinate computers are
separate components of the distributed storage system;

when the network provides for site-level multicasting, for
each subordinate computer, broadcasting site-level mul-
ticast requests for a network address of one or more
master computers assigned to that subordinate com-
puter;

when the network supports a local domain name system

(DNS) server, for each subordinate computer, providing
a DNS query to the local DNS server to obtain from an
external server the network address for the one or more
master computers assigned to that subordinate com-
puter;

when the network supports a master computer as a DNS

server, for each subordinate computer, providing the
DNS query to the master computer DNS server to obtain
from the external server the network address of the one
or more master computers assigned to that subordinate
computer; and

wherein when the master computer is operating as the DN'S

server and is a master of that subordinate computer,
either the master computer notifies each other master
computer in its cluster of that subordinate computer, else
that subordinate computer registers itself with each mas-
ter computer assigned to that subordinate computer
based on a response from the DNS query.

2. The method of claim 1, further comprising, employing a
subordinate computer to provide a request to at least one of
the one or more master computers to determine other subor-
dinate computers associated with the subordinate computer.

3. The method of claim 1, wherein the DNS query requests
a list of network addresses for the one or more master com-
puters of a subordinate computer without providing an iden-
tity of the one or more master computers.

4. The method of claim 1, further comprising, configuring
a master computer as a DNS server to communicate DNS
requests to the external server.

5. The method of claim 1, further comprising:

when the network provides for site-level multicasting,

employing a master computer, broadcasting site-level
multicast requests for a network address of one or more
other master computers assigned to a same cluster as that
master computer,

when the network supports a local domain name system

(DNS) server, employing a master computer, providing
a DNS query to the local DNS server to obtain from an
external server the network address for the one or more
other master computers assigned to the same cluster as
that master computer; and
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when the network supports a master computer as a DNS
server, employing a master computer, providing the
DNS query to the master computer DNS server to obtain
from the external server the network address of the one
or more other master computers assigned to the same
cluster as that master computer.
6. The method of claim 1, wherein each of the master
computers provides its network address to the external server
to enable the external server to provide master computer
network addresses to the subordinate computers based on the
query.
7. The method of claim 1, further comprising, employing
each subordinate computer to provide a request to at least one
of the one or more master computers to register with the one
Oor more master computers.
8. The method of claim 1, further comprising, employing a
subordinate computer to provide a request to at least one of
the one or more master computers to determine other master
computers in a same cluster as the subordinate computer.
9. The method of claim 1, further comprising, employing
the one or more master computers to respond to the site-level
multicast request with a unicast or multicast message to the
broadcasting subordinate computer with its network address.
10. A system for configuring a distributed storage system
over a network, comprising:
a plurality of master computers that are connected to the
network, and have processors that execute instructions
to perform actions; and
a plurality of subordinate computers that are connected to
the network, and have processors that execute instruc-
tions to perform actions, the actions including:
when the network provides for site-level multicasting,
for each subordinate computer, broadcasting site-
level multicast requests for a network address of one
or more master computers assigned to that subordi-
nate computer,

when the network supports a local domain name system
(DNS) server, for each subordinate computer, provid-
ing a DNS query to the local DNS server to obtain
from an external server the network address for the
one or more master computers assigned to that sub-
ordinate computer;

when the network supports a master computer as a DNS
server, for each subordinate computer, providing the
DNS query to the master computer DNS server to
obtain from the external server the network address of
the one or more master computers assigned to that
subordinate computer; and

wherein when the master computer is operating as the
DNS server and is a master of that subordinate com-
puter, either the master computer notifies each other
master computer in its cluster of that subordinate
computer, else that subordinate computer registers
itself with each master computer assigned to that sub-
ordinate computer based on a response from the DNS
query.

11. The system of claim 10, wherein the plurality of sub-
ordinate computers execute instructions to perform further
actions, comprising, providing a request to at least one of the
one or more master computers to determine other subordinate
computers associated with the subordinate computer.

12. The system of claim 10, wherein the DNS query
requests a list of network addresses for the one or more master
computers of a subordinate computer without providing an
identity of the one or more master computers.
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13. The system of claim 10, wherein one of the plurality of
master computers is configured as a DNS server to commu-
nicate DNS requests to the external server.

14. The system of claim 10, wherein the plurality of master
computers execute instructions to perform further actions,
comprising:

when the network provides for site-level multicasting,

employing a master computer, broadcasting site-level
multicast requests for a network address of one or more
other master computers assigned to a same cluster as that
master computer,

when the network supports a local domain name system

(DNS) server, employing a master computer, providing
a DNS query to the local DNS server to obtain from an
external server the network address for the one or more
other master computers assigned to the same cluster as
that master computer; and

when the network supports a master computer as a DNS

server, employing a master computer, providing the
DNS query to the master computer DNS server to obtain
from the external server the network address of the one
or more other master computers assigned to the same
cluster as that master computer.

15. The system of claim 10, wherein each of the master
computers provides its network address to the external server
to enable the external server to provide master computer
network addresses to the subordinate computers based on the
query.

16. The system of claim 10, wherein the plurality of sub-
ordinate computers execute instructions to perform further
actions, comprising, employing each subordinate computer
to provide a request to at least one of the one or more master
computers to register with the one or more master computers.

17. The system of claim 10, wherein the plurality of sub-
ordinate computers execute instructions to perform further
actions, comprising, employing a subordinate computer to
provide a request to at least one of the one or more master
computers to determine other master computers in a same
cluster as the subordinate computer.

18. A processor readable non-transitory storage media that
includes instructions for configuring a distributed storage
system over a network, comprising:

employing a plurality of master computers and a plurality

of subordinate computers to establish a connection with
the network, wherein the master computers and the sub-
ordinate computers are separate components of the dis-
tributed storage system;

when the network provides for site-level multicasting, for

each subordinate computer, broadcasting site-level mul-
ticast requests for a network address of one or more
master computers assigned to that subordinate com-
puter;

when the network supports a local domain name system

(DNS) server, for each subordinate computer, providing
a DNS query to the local DNS server to obtain from an
external server the network address for the one or more
master computers assigned to that subordinate com-
puter;

when the network supports a master computer as a DNS

server, for each subordinate computer, providing the
DNS query to the master computer DNS server to obtain
from the external server the network address of the one
or more master computers assigned to that subordinate
computer; and

wherein when the master computer is operating as the DN'S

server and is a master of that subordinate computer,
either the master computer notifies each other master
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computer in its cluster of that subordinate computer, else
that subordinate computer registers itself with each mas-
ter computer assigned to that subordinate computer
based on a response from the DNS query.

19. The media of claim 18, further comprising, employing
a subordinate computer to provide a request to at least one of
the one or more master computers to determine other subor-
dinate computers associated with the subordinate computer.

20. The media of claim 18, wherein the DNS query
requests a list of network addresses for the one or more master
computers of a subordinate computer without providing an
identity of the one or more master computers.

21. The media of claim 18, further comprising, configuring
a master computer as a DNS server to communicate DNS
requests to the external server.

22. The media of claim 18, further comprising:

when the network provides for site-level multicasting,

employing a master computer, broadcasting site-level
multicast requests for a network address of one or more
other master computers assigned to a same cluster as that
master computer,

when the network supports a local domain name system

(DNS) server, employing a master computer, providing
a DNS query to the local DNS server to obtain from an
external server the network address for the one or more
other master computers assigned to the same cluster as
that master computer;

when the network supports a master computer as a DNS

server, employing a master computer, providing the
DNS query to the master computer DNS server to obtain
from the external server the network address of the one
or more other master computers assigned to the same
cluster as that master computer.

23. The media of claim 18, wherein each of the master
computers provides its network address to the external server
to enable the external server to provide master computer
network addresses to the subordinate computers based on the
query.

24. The media of claim 18, further comprising, employing
each subordinate computer to provide a request to at least one
of the one or more master computers to register with the one
Oor more master computers.

25. The media of claim 18, further comprising, employing
a subordinate computer to provide a request to at least one of
the one or more master computers to determine other master
computers in a same cluster as the subordinate computer.

26. A subordinate computer for configuring a distributed
storage system over a network, comprising:

a memory that stores instructions; and

a processor that executes the instructions to perform

actions, including:

establishing a connection to the network, wherein a plu-
rality of master computers and a plurality of subordi-
nate computers are separate components of the dis-
tributed storage system;

when the network provides for site-level multicasting,
broadcasting site-level multicast requests for a net-
work address of one or more master computers
assigned to the subordinate computer;

when the network supports a local domain name system
(DNS) server, providing a DNS query to the local
DNS server to obtain from an external server the
network address for the one or more master comput-
ers assigned to the subordinate computer;

when the network supports a master computer as a DNS
server, providing the DNS query to the master com-
puter DNS server to obtain from the external server
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the network address of the one or more master com-
puters assigned to the subordinate computer; and

wherein when the master computer is operating as the
DNS server and is a master of that subordinate com-
puter, either the master computer notifies each other
master computer in its cluster of that subordinate
computer, else that subordinate computer registers
itself with each master computer assigned to that sub-
ordinate computer based on a response from the DNS
query.

27. The subordinate computer of claim 26, wherein the
processor that executes the instructions performs further
actions, comprising, providing a request to at least one of the
one or more master computers to determine other subordinate
computers associated with the subordinate computer.

28. The subordinate computer of claim 26, wherein the
DNS query requests a list of network addresses for the one or
more master computers of a subordinate computer without
providing an identity of the one or more master computers.

29. The subordinate computer of claim 26, wherein the
processor that executes the instructions performs further
actions, comprising, providing a request to at least one of the
one or more master computers to register with the one or more
master computers.

30. The subordinate computer of claim 26, wherein the
processor that executes the instructions performs further
actions, comprising, providing a request to at least one of the
one or more master computers to determine other master
computers in a same cluster as the subordinate computer.
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